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| **Personal data processing agreement**  No. **PDO/....../2024**.  executed in Poznan on .............................. 2024  between:  **Karol Marcinkowski Medical University in Poznań (Uniwersytet Medyczny im. Karola Marcinkowskiego w Poznaniu)**, 10 Fredry St., 61 - 701 Poznań, NIP (TIN): 777-00-03-104, REGON (statistical#): 000288811, represented by: .................................................................................................................  Hereinafter referred to as  **"Administrator"**.  and  **…………………………..,** headquartered in ……………………………..………, NIP (TIN): REGON (company statistical number in Poland): …………….., represented by:   1. Director - .........................   Hereinafter referred to as **"Processor"**.  Hereinafter referred to as: "Parties" or separately "Party".  Bearing in mind that the Parties are bound by the Master Agreement *(Insert Master Agreement ID here.)* in connection with its execution and the processing of personal data taking place, and in connection with the fact that as of May 25, 2018, the Parties are obliged to apply the provisions of *Regulation**of the European Parliament and of the Council (EU) 2016/679 of April 27, 2016. on the protection of natural persons with regard to the processing of personal data and on the free movement of such data and the repeal of Directive 95/46/EC.*.  The parties agree to execute an agreement with the following content:   1. **Entrustment of personal data processing** 2. The Administrator entrusts the Processor - pursuant to Article 28 of *Regulation**of the European Parliament and of the Council (EU) 2016/679 of April 27, 2016 on the protection of individuals with regard to the processing of personal data and on the free flow of such data and repealing Directive 95/46/EC* (hereinafter referred to as *"Regulation"*) personal data to be processed, on the terms and for the purpose set forth in this Agreement. 3. The Administrator declares that it is a Personal Data Controller within the meaning of Article 4(7) of the *Regulation*, i.e., an entity that alone or jointly with others determines the purposes and means of processing personal data. 4. Processor declares that it is a Processor within the meaning of Article 4(8) of the *Regulation* under this Agreement, which means that it will process personal data on behalf of the Administrator. 5. The Processor agrees to process the personal data entrusted to it in accordance with this Agreement, *Regulation* and other generally applicable laws that protect the rights of data subjects. 6. The Processor declares that it does not transfer personal data to a third country or international organization (outside the European Economic Area - EEA). The Processor also declares that it does not use subcontractors that transfer data outside the EEA, as mentioned above. 7. The Processor declares that it applies security measures that meet the requirements of *Regulation* and other generally applicable legal acts in this regard. The Processor declares that the Personal Data entrusted by the Administrator will be processed in accordance with the law and with due diligence taking into account the professional nature of the activity carried out by the Processor. 8. TheAdministrator and Processor declare that they process personal data with technical and organizational means that meet the requirements specified in the *Regulation*.   **2.**  **Scope and purpose of data processing**   1. In connection with the implementation of the Master Agreement, the Administrator entrusts the Processor with the processing of personal data, i.e. name, home address, e-mail address, school certificates. 2. The personal data entrusted by the Administrator will be processed by the Processor only for the purpose and scope detailed in the Master Agreement. 3. The following operations may be performed on the entrusted personal data or sets of operations, i.e. collection, access, storage - with the consent of the Administrator expressed in writing under pain of invalidity, or at the Administrator's direction expressed in writing under pain of invalidity. 4. The processing referred to in paragraphs 1 through 3 will take place in paper or electronic form. 5. The Processor shall not process any other personal data other than those listed in the Agreement to this Agreement. Any change in the entrusted data listed in the Agreement requires a written amendment to this Agreement.   **3.**  **Responsibilities of the processor**   1. The Processor shall, in the processing of the entrusted personal data, undertake to secure the data by applying appropriate technical and organizational measures that ensure an adequate degree of security corresponding to the risks involved in the processing of personal data, as referred to in Article 32 of the *Regulation*. 2. The Processor undertakes to grant authorizations to process personal data to all persons who will process the entrusted data for the purpose of implementing this Agreement.      1. The Processor undertakes to ensure that the confidentiality of the processed personal data and the means of securing them by the persons it authorizes to process personal data for the purpose of executing this Agreement, both during their employment with the Processor and after its termination. 2. The Processor declares that in connection with the obligation to keep the personal data confidentiality of personal data will not be used, disclosed or shared without the written consent of the Administrator for any purpose other than the performance of the Agreement, unless the necessity to disclose the information held results from applicable laws. 3. The Processor undertakes to apply protection of the entrusted data against unauthorized or unlawful processing (destruction, loss, modification, unauthorized disclosure or unauthorized access to personal data transmitted, stored or otherwise processed) by means of appropriate technical or organizational measures. 4. The Processor undertakes to assist the Controller to the extent necessary in fulfilling its obligations to respond to the requests of the data subject and to comply with the obligations set forth in Articles 32-36 of the *Regulation*.   **4.**  **Reporting violations**   1. The Processor undertakes, upon discovery of a personal data breach, to report it to the Administrator without undue delay, no later than within 24 hours. 2. The information provided to the Administrator should include at least: 3. A description of the nature of the breach and, if possible, an indication of the category of and approximate number of persons whose data were breached and the amount/type of data affected by the breach, 4. A description of the possible consequences of a violation, 5. a description of the measures applied or proposed to be applied by the Processor to remedy the breach, including minimizing its negative effects.   **5.**  **Right of control**   1. The Administrator shall have the right to control whether the measures applied by the Processor in processing and securing the entrusted personal data comply with the provisions of the Agreement, the *Regulations* and other regulations related to personal data protection. 2. The Administrator also has the right to conduct audits or inspections of the Processor regarding the compliance of processing operations with the law and the Agreement. The audits or inspections referred to in the preceding sentence may be carried out by third parties authorized by the Administrator. 3. The Administrator shall exercise the right of inspection during the business hours of the Processor and with a minimum of 7 days' notice to the Processor. 4. The Processor shall make available to the Administrator all information necessary to demonstrate compliance with the obligations set forth in Article 28 of the *Regulation* and allow audits or inspections to be conducted by the Administrator or an auditor authorized by the Administrator. 5. The Processor agrees to remedy the deficiencies found during the inspection within the period specified by the Administrator not exceeding 7 days. 6. The Processor shall provide the Administrator with a written explanation of the deficiencies defined during the audit within 7 days. 7. The Processor shall make available to the Auditor the premises and equipment with the help of which the entrusted personal data are processed.   **6.**  **Further entrustment of data for processing**   1. The Processor may entrust personal data covered by this Agreement for further processing to subcontractors only for the purpose of performing the Master Agreement after obtaining the prior written consent of the Administrator. 2. Transfer of the entrusted data to a third country may only take place upon written order of the Controller unless such obligation is imposed on the Processor by Union law or the law of a Member State to which the Controller is subject. In this case, before the processing begins, the Processor shall inform the Controller of this legal obligation, unless this law prohibits the provision of such information due to an important public interest. 3. The Subcontractor referred to in § 6(1) of the agreement shall meet the same guarantees and obligations imposed on the Processor in this Agreement. 4. In the case of subcontracting the processing of personal data, the subcontracted processing shall have as its basis an agreement under which the subcontractor undertakes to perform the same duties as those imposed on the Processor under this Agreement. The Agreement will be signed in the same form as this Agreement. 5. The processor shall be fully liable to the Controller for any failure to comply with the subcontractor's data protection obligations.   **7.**  **Responsibility of the Processor**   1. The Processor shall be responsible for the provision or use of personal data in violation of the Agreement, and in particular for the provision of personal data entrusted for processing to unauthorized persons. 2. The Processor undertakes to promptly inform the Administrator of any proceedings, in particular administrative or judicial proceedings, concerning the processing of personal data entrusted by the Administrator as specified in the Agreement, of any administrative decision or ruling concerning the processing of such data directed to the Processor, as well as of any planned, if known, or ongoing checks and inspections concerning the processing at the Processor of such personal data.      1. In case of violation of the *Regulations* or the Agreement for reasons attributable to the Processor, as a result of which the Administrator will be required to pay damages or will be fined, the Processor agrees to compensate the Administrator for the losses and costs incurred as a result.      1. The Processor shall bear the burden of proof that the damage was caused by a circumstance for which it is not responsible if the relevant personal data was processed by it under this Agreement. Unless such proof is provided, the Processor shall indemnify and hold the Administrator harmless on first call from any claims that are raised against the Administrator in connection with the processing of data under the Agreement. In such circumstances, the Processor shall also reimburse the Administrator for any legal defense costs incurred. 2. If the Processor processes personal data even though the processing is contrary to the Administrator's issued instructions, purposes and guidelines for processing measures, the Processor shall be liable to the data subjects directly in accordance with the provisions of Articles 82, 83 and 84 of the RODO, like the Administrator.   **8.**  **Duration of the contract**  **Termination of contract**   1. This Agreement is effective from the date of its execution for the duration of the Framework Agreement. 2. The Administrator may terminate this Agreement with immediate effect when the Processor: 3. despite being obliged to remove the deficiencies found during the inspection, fails to remove them within the prescribed period; 4. processes personal data in a manner inconsistent with the Agreement; 5. entrusted the processing of personal data to another entity without the consent of the Administrator. 6. The processor is entitled to process the entrusted data until the date of expiration or termination of the contract. 7. Within 14 days from the termination of the Agreement, the Processor shall be obliged to delete the entrusted personal data, including effective deletion also from all electronic media at its disposal, programs, applications, including copies with written confirmation of deletion of data to the Administrator, unless the obligation for their further processing results from separate legal regulations.   **9.**  **Final provisions**   1. The Agreement is drawn up in two counterparts, one for each Party. 2. In matters not regulated herein, the provisions of generally applicable law will apply, including *the Regulation*. 3. Disputes related to the performance of this Agreement shall be resolved by the Court having local jurisdiction over the Administrator's registered office. 4. Any changes to the contract must be in writing otherwise they shall be null and void. 5. Schedule No. 2 to the Agreement - Information Clause - Article 14 RODO*.*.   **.......................... …… ………** **Administrator Processor**. | **Umowa powierzenia przetwarzania danych osobowych**  nr **PDO/……/2024**  zawarta w Poznaniu w dniu …………… 2024 roku  pomiędzy:  **Uniwersytetem Medycznym im. Karola Marcinkowskiego** z siedzibą w Poznaniu  ul. Fredry 10, 61-701 Poznań, NIP: 777-00-03-104, REGON: 000288811, który reprezentuje: …………………………………………………………………………………………………..  zwanym w dalszej części umowy  **„Administratorem”**  a  **…………………………..,** mającym siedzibę przy ulicy ……………………………..………, NIP: …..……, REGON: ……………..,  który reprezentuje:   1. Dyrektor - …………………….   zwanym dalej **„Podmiotem przetwarzającym”**  zwanymi dalej: „Stronami” lub z osobna „Stroną”  Mając na uwadze, że Strony łączy Umowa Główna *(tu wpisać identyfikator umowy głównej.)* w związku z jej realizacją oraz mającym miejsce przetwarzaniem danych osobowych, a także w związku z faktem, iż od dnia 25 maja 2018 roku Strony zobowiązane są do stosowania przepisów *Rozporządzenia**Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE.*  Strony postanawiają zawrzeć umowę o następującej treści:  **§ 1 Powierzenie przetwarzania danych osobowych**   1. Administrator powierza Podmiotowi przetwarzającemu - w trybie art. 28 *Rozporządzenia**Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE* (zwanego w dalszej części *„Rozporządzeniem”*) - dane osobowe do przetwarzania, na zasadach  i w celu określonym w niniejszej Umowie. 2. Administrator oświadcza, iż jest Administratorem danych osobowych w rozumieniu art. 4 pkt 7) *Rozporządzenia*, tj. podmiotem, który samodzielnie lub wspólnie z innymi ustala cele  i sposoby przetwarzania danych osobowych. 3. Podmiot przetwarzający oświadcza, że jest Podmiotem przetwarzającym (zwanym także Procesorem) w rozumieniu art. 4 pkt 8) *Rozporządzenia* w ramach niniejszej Umowy,  co oznacza, że będzie przetwarzał dane osobowe  w imieniu Administratora. 4. Podmiot przetwarzający zobowiązuje się przetwarzać powierzone mu dane osobowe zgodnie z niniejszą Umową, *Rozporządzeniem* oraz z innymi przepisami prawa powszechnie obowiązującego, które chronią prawa osób, których dane dotyczą. 5. Podmiot przetwarzający oświadcza, że nie przekazuje danych osobowych do państwa trzeciego lub organizacji międzynarodowej (poza Europejski Obszar Gospodarczy – EOG). Podmiot przetwarzający oświadcza także, że nie korzysta z podwykonawców, którzy przekazują dane poza EOG, o którym mowa wyżej. 6. Podmiot przetwarzający oświadcza, iż stosuje środki bezpieczeństwa spełniające wymogi *Rozporządzenia* oraz innych powszechnie obowiązujących aktów prawnych w tym zakresie. Podmiot przetwarzający oświadcza, iż powierzone przez Administratora dane osobowe będzie przetwarzał zgodnie z prawem oraz należytą starannością z uwzględnieniem zawodowego charakteru działalności prowadzonej przez Podmiot przetwarzający. 7. Administrator i Podmiot przetwarzający oświadczają, iż dane osobowe przetwarzają  przy pomocy środków technicznych  i organizacyjnych spełniających wymogi określone w *Rozporządzeniu*.   **§ 2**  **Zakres i cel przetwarzania danych**   1. W związku z realizacją Umowy Głównej Administrator powierza Podmiotowi przetwarzającemu do przetwarzania dane osobowe, tj. imię i nazwisko, adres zamieszkania, adres e-mail, świadectwa szkolne. 2. Powierzone przez Administratora dane osobowe będą przetwarzane przez Podmiot przetwarzający wyłącznie w celu i zakresie szczegółowo opisanym w Umowie Głównej. 3. Na powierzonych danych osobowych mogą być wykonywane następujące operacje  lub zestawy operacji, tj. zbieranie, dostęp, przechowywanie – za zgodą Administratora wyrażoną w formie pisemnej pod rygorem nieważności, bądź na polecenie Administratora wyrażone w formie pisemnej pod rygorem nieważności. 4. Przetwarzanie, o którym mowa w ust. 1-3 będzie się odbywać w formie papierowej lub elektronicznej. 5. Podmiot przetwarzający nie może przetwarzać innych danych osobowych poza wymienionymi  w Umowie do niniejszej Umowy. Każdorazowa zmiana powierzonych do przetwarzania danych, wymienionych w Umowie, wymaga pisemnego aneksu do niniejszej Umowy.   **§ 3**  **Obowiązki podmiotu przetwarzającego**   1. Podmiot przetwarzający zobowiązuje się przy przetwarzaniu powierzonych danych osobowych, do ich zabezpieczenia poprzez stosowanie odpowiednich środków technicznych  i organizacyjnych, zapewniających adekwatny stopień bezpieczeństwa odpowiadający ryzyku związanemu z przetwarzaniem danych osobowych, o których mowa w art. 32 *Rozporządzenia*. 2. Podmiot przetwarzający zobowiązuje się do nadania upoważnień do przetwarzania danych osobowych wszystkim osobom, które będą przetwarzały powierzone dane w celu realizacji niniejszej Umowy. 3. Podmiot przetwarzający zobowiązuje się zapewnić zachowanie w tajemnicy przetwarzanych danych osobowych oraz sposobów ich zabezpieczenia przez osoby, które upoważnia do przetwarzania danych osobowych w celu realizacji niniejszej Umowy, zarówno w trakcie zatrudnienia ich  w Podmiocie przetwarzającym, jak i po jego ustaniu. 4. Podmiot przetwarzający oświadcza, że w związku ze zobowiązaniem do zachowania  w tajemnicy danych osobowych nie będą one wykorzystywane, ujawniane ani udostępniane bez pisemnej zgody Administratora w innym celu niż wykonanie Umowy, chyba że konieczność ujawnienia posiadanych informacji wynika z obowiązujących przepisów prawa. 5. Podmiot przetwarzający zobowiązuje się stosować ochronę powierzonych danych przed niedozwolonym lub niezgodnym z prawem przetwarzaniem (zniszczeniem, utraceniem, zmodyfikowaniem, nieuprawnionym ujawnieniem lub nieuprawnionym dostępem do danych osobowych przesyłanych, przechowywanych lub w inny sposób przetwarzanych) za pomocą odpowiednich środków technicznych lub organizacyjnych. 6. Podmiot przetwarzający zobowiązuje się do pomocy Administratorowi w niezbędnym zakresie w wywiązywaniu się z obowiązków odpowiadania na żądania osoby, której dane dotyczą oraz wywiązywania się z obowiązków określonych w art. 32-36 *Rozporządzenia*.   **§ 4**  **Zgłaszanie naruszeń**   1. Podmiot przetwarzający zobowiązuje się po stwierdzeniu naruszenia ochrony danych osobowych do zgłoszenia tego Administratorowi bez zbędnej zwłoki, nie później niż w ciągu 24 godzin. 2. Informacja przekazana Administratorowi powinna zawierać co najmniej: 3. opis charakteru naruszenia oraz - o ile to możliwe - wskazanie kategorii i przybliżonej liczby osób, których dane zostały naruszone  i ilości/rodzaju danych, których naruszenie dotyczy, 4. opis możliwych konsekwencji naruszenia, 5. opis zastosowanych lub proponowanych do zastosowania przez Podmiot przetwarzający środków w celu zaradzenia naruszeniu, w tym minimalizacji jego negatywnych skutków.   **§ 5**  **Prawo kontroli**   1. Administrator ma prawo kontroli, czy środki zastosowane przez Podmiot przetwarzający przy przetwarzaniu i zabezpieczeniu powierzonych danych osobowych spełniają postanowienia Umowy, przepisów *Rozporządzenia* i pozostałych przepisów związanych z ochroną danych osobowych. 2. Administrator ma także prawo przeprowadzania audytów lub inspekcji Podmiotu przetwarzającego w zakresie zgodności operacji przetwarzania  z prawem i z Umową. Audyty lub inspekcje,  o których mowa w zdaniu poprzedzającym, mogą być przeprowadzane przez podmioty trzecie upoważnione przez Administratora. 3. Administrator realizować będzie prawo kontroli  w godzinach pracy Podmiotu przetwarzającego  i z minimum 7- dniowym jego uprzedzeniem. 4. Podmiot przetwarzający udostępni Administratorowi wszelkie informacje niezbędne do wykazania spełnienia obowiązków określonych w art. 28 *Rozporządzenia* oraz umożliwi przeprowadzanie audytów lub inspekcji Administratorowi lub audytorowi upoważnionemu przez Administratora. 5. Podmiot przetwarzający zobowiązuje się do usunięcia uchybień stwierdzonych podczas kontroli w terminie wskazanym przez Administratora nie dłuższym niż 7 dni. 6. Podmiot Przetwarzający udzieli Administratorowi w terminie 7 dni pisemnych wyjaśnień w kwestii uchybień zdefiniowanych podczas audytu. 7. Podmiot Przetwarzający udostępni Audytorowi pomieszczenia i sprzęt przy pomocy, których przetwarzane są powierzone dane osobowe.   **§ 6**  **Dalsze powierzenie danych do przetwarzania**   1. Podmiot przetwarzający może powierzyć dane osobowe objęte niniejszą umową  do dalszego przetwarzania podwykonawcom jedynie w celu wykonania Umowy Głównej po uzyskaniu uprzedniej pisemnej zgody Administratora. 2. Przekazanie powierzonych danych do państwa trzeciego może nastąpić jedynie na pisemne polecenie Administratora chyba, że obowiązek taki nakłada na Podmiot przetwarzający prawo Unii lub prawo państwa członkowskiego, któremu podlega Administrator. W takim przypadku przed rozpoczęciem przetwarzania Podmiot przetwarzający informuje Administratora o tym obowiązku prawnym, o ile prawo to nie zabrania udzielania takiej informacji z uwagi na ważny interes publiczny. 3. Podwykonawca, o którym mowa w § 6 ust.1 umowy winien spełniać te same gwarancje  i obowiązki, jakie zostały nałożone na Podmiot przetwarzający w niniejszej umowie. 4. W przypadku podpowierzenia przetwarzania danych osobowych, podpowierzenie przetwarzania będzie mieć za podstawę umowę, na podstawie której podwykonawca zobowiąże się do wykonywania tych samych obowiązków, które na mocy niniejszej Umowy nałożone są na Podmiot przetwarzający. Umowa będzie podpisana w tej samej formie, co niniejsza Umowa. 5. Podmiot przetwarzający ponosi pełną odpowiedzialność wobec Administratora za niewywiązanie się ze spoczywających na podwykonawcy obowiązków ochrony danych.   **§ 7**  **Odpowiedzialność Podmiotu przetwarzającego**   1. Podmiot przetwarzający jest odpowiedzialny za udostępnienie lub wykorzystanie danych osobowych niezgodnie z treścią Umowy,  a w szczególności za udostępnienie powierzonych do przetwarzania danych osobowych osobom nieupoważnionym. 2. Podmiot przetwarzający zobowiązuje się  do niezwłocznego poinformowania Administratora o jakimkolwiek postępowaniu, w szczególności administracyjnym lub sądowym, dotyczącym przetwarzania danych osobowych powierzonych przez Administratora określonych w Umowie, o jakiejkolwiek decyzji administracyjnej lub orzeczeniu dotyczącym przetwarzania tych danych, skierowanych do Podmiotu przetwarzającego, a także o wszelkich planowanych, o ile są wiadome, lub realizowanych kontrolach i inspekcjach dotyczących przetwarzania w Podmiocie przetwarzającym tych danych osobowych. 3. W przypadku naruszenia przepisów *Rozporządzenia* lub Umowy z przyczyn leżących po stronie Podmiotu przetwarzającego, w następstwie czego Administrator zostanie zobowiązany do wypłaty odszkodowania lub zostanie ukarany karą grzywny, Podmiot przetwarzający zobowiązuje się pokryć Administratorowi poniesione z tego tytułu straty i koszty. 4. Na Podmiocie przetwarzającym spoczywa ciężar dowodu, że szkoda powstała wskutek okoliczności, za którą nie ponosi on odpowiedzialności, jeśli istotne dane osobowe były przetwarzane przez niego w ramach niniejszej Umowy. O ile nie zostanie przedstawiony taki dowód, Podmiot przetwarzający zwalnia Administratora na pierwsze wezwanie od wszelkich roszczeń, które zostaną podniesione wobec Administratora w związku  z przetwarzaniem danych na podstawie Umowy. W takich okolicznościach Podmiot przetwarzający zwróci Administratorowi również wszelkie powstałe koszty obrony prawnej. 5. Jeśli Podmiot przetwarzający przetwarza dane osobowe, pomimo że ich przetwarzanie jest sprzeczne z wydanymi poleceniami, celami i wytycznymi odnośnie środków przetwarzania danych Administratora, ponosi on odpowiedzialność wobec osób, których dotyczą dane bezpośrednio, zgodnie z przepisami art. 82, 83 i 84 RODO, jak Administrator.   **§ 8**  **Czas obowiązywania umowy**  **Rozwiązanie umowy**   1. Niniejsza Umowa obowiązuje od dnia jej zawarcia na okres trwania Umowy Głównej. 2. Administrator może rozwiązać niniejszą Umowę ze skutkiem natychmiastowym, gdy Podmiot przetwarzający: 3. pomimo zobowiązania go do usunięcia uchybień stwierdzonych podczas kontroli nie usunie ich w wyznaczonym terminie; 4. przetwarza dane osobowe w sposób niezgodny z Umową; 5. powierzył przetwarzanie danych osobowych innemu podmiotowi bez zgody Administratora. 6. Podmiot przetwarzający uprawniony jest do przetwarzania powierzonych danych do dnia wygaśnięcia lub rozwiązania umowy. 7. W terminie 14 dni od ustania Umowy, Podmiot przetwarzający zobowiązany jest do usunięcia powierzonych danych osobowych, w tym skutecznego usunięcie ich również z wszystkich nośników elektronicznych pozostających w jego dyspozycji, programów, aplikacji, w tym również kopii wraz z pisemnym potwierdzeniem usunięcia danych do Administratora, chyba że obowiązek ich dalszego przetwarzania wynika z odrębnych przepisów prawa.   **§ 9**  **Postanowienia końcowe**   1. Umowa została sporządzona w dwóch jednobrzmiących egzemplarzach, po jednym dla każdej ze Stron. 2. W sprawach nieuregulowanych zastosowanie będą miały przepisy prawa powszechnie obowiązującego, w tym *Rozporządzenia*. 3. Spory związane z wykonywaniem niniejszej Umowy rozstrzygane będą przez Sąd miejscowo właściwy dla siedziby Administratora. 4. Wszelkie zmiany Umowy wymagają formy pisemnej pod rygorem nieważności. 5. Załącznik nr 2 do Umowy – Klauzula Informacyjna – art.14 RODO*.*   **…………………… ……………………………**  **Administrator Podmiot Przetwarzający** |