Gniezno, dn. 17.10.2022 r.

Nr sprawy *DZP.240.15.2022*

***Wykonawcy***

**WYJAŚNIENIA**

**ZWIĄZANE Z TREŚCIĄ SWZ NR II**

*dot. postępowania o udzielenie zamówienia publicznego nr DZP.240.15.2022 – Dostawa sprzętu i oprogramowania podnoszącego poziom cyberbezpieczeństwa systemów informatycznych oraz przeprowadzenie audytu cyberbezpieczeństwa w Szpitalu Pomnik Chrztu Polski*

W odpowiedzi na skierowane do zamawiającego zapytania dotyczące treści specyfikacji warunków zamówienia informujemy:

Czy możemy prosić o zmianę zapisu w SEKCJI V, pkt. 5.4. Zadanie/część nr 2

1) uprawnień do prowadzenia określonej działalności gospodarczej lub zawodowej, o ile wynika to
z odrębnych przepisów:

Warunek zostanie uznany za spełniony, jeżeli Wykonawca wykaże, że jednostka przeprowadzająca audyt posiadać akredytację, zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności
i nadzoru rynku (Dz.U. z 2022 r. poz. 1854) w zakresie właściwym do podejmowanych ocen bezpieczeństwa systemów informacyjnych.

na:

1) uprawnień do prowadzenia określonej działalności gospodarczej lub zawodowej, o ile wynika
to z odrębnych przepisów:

Warunek zostanie uznany za spełniony, jeżeli Wykonawca wykaże, że jednostka przeprowadzająca audyt posiadać akredytację, zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności
 i nadzoru rynku (Dz.U. z 2022 r. poz. 1854) w zakresie właściwym do podejmowanych ocen bezpieczeństwa systemów informacyjnych

lub

- co najmniej dwóch audytorów posiadających:

certyfikaty określone w poniższym wykazie certyfikatów uprawiających do przeprowadzenia audytu (min. jeden certyfikat z poniższego wykazu)

lub

- co najmniej trzyletnią praktykę w zakresie audytu bezpieczeństwa systemów informacyjnych,

lub

- co najmniej dwuletnią praktykę w zakresie audytu bezpieczeństwa systemów informacyjnych
i legitymujących się dyplomem ukończenia studiów podyplomowych w zakresie audytu bezpieczeństwa systemów informacyjnych, wydanym przez jednostkę organizacyjną, która w dniu wydania dyplomu była uprawniona, zgodnie z odrębnymi przepisami, do nadawania stopnia naukowego doktora nauk ekonomicznych, technicznych lub prawnych.

**Ad. Zamawiający informuje, że w Zakresie Zadania nr 2 zmieniają się warunki udziału postępowania na:**

było

2) uprawnień do prowadzenia określonej działalności gospodarczej lub zawodowej, o ile wynika to
z odrębnych przepisów:

Warunek zostanie uznany za spełniony, jeżeli Wykonawca wykaże, że jednostka przeprowadzająca audyt posiadać akredytację, zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności
i nadzoru rynku (Dz.U. z 2022 r. poz. 1854) w zakresie właściwym do podejmowanych ocen bezpieczeństwa systemów informacyjnych.

**na**

**2) uprawnień do prowadzenia określonej działalności gospodarczej lub zawodowej, o ile wynika to
z odrębnych przepisów:**

**Zamawiający nie stawia warunku w powyższym zakresie.**

było

**b) zakresie zdolności zawodowej:** warunek zostanie uznany za spełniony, jeżeli Wykonawca skieruje do realizacji zamówienia co najmniej dwóch (2) audytorów posiadających uprawnienia do przeprowadzenia audytu (tzn. posiadających min. jeden certyfikat z poniższego wykazu)”:

• Certified Internal Auditor (CIA);

• Certified Information System Auditor (CISA);

• Certyfikat audytora wiodącego systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;

• Certyfikat audytora wiodącego systemu zarządzania ciągłością działania PN-EN ISO 22301 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie

z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;

• Certified Information Security Manager (CISM);

• Certified in Risk and Information Systems Control (CRISC);

• Certified in the Governance of Enterprise IT (CGEIT);

• Certified Information Systems Security Professional (CISSP);

• Systems Security Certified Practitioner (SSCP);

• Certified Reliability Professional;

• Certyfikaty uprawniające do posiadania tytułu ISA/IEC 62443 Cybersecurity Expert.b

**na**

**b) zakresie zdolności zawodowej:** warunek zostanie uznany za spełniony, jeżeli Wykonawca skieruje do realizacji zamówienia co najmniej dwóch (2) audytorów posiadających uprawnienia do przeprowadzenia audytu tj:

(tzn. posiadających min. jeden certyfikat z poniższego wykazu):

• Certified Internal Auditor (CIA);

• Certified Information System Auditor (CISA);

• Certyfikat audytora wiodącego systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;

• Certyfikat audytora wiodącego systemu zarządzania ciągłością działania PN-EN ISO 22301 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie

z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;

• Certified Information Security Manager (CISM);

• Certified in Risk and Information Systems Control (CRISC);

• Certified in the Governance of Enterprise IT (CGEIT);

• Certified Information Systems Security Professional (CISSP);

• Systems Security Certified Practitioner (SSCP);

• Certified Reliability Professional;

• Certyfikaty uprawniające do posiadania tytułu ISA/IEC 62443 Cybersecurity Expert.b;

lub

- co najmniej trzyletnią praktykę w zakresie audytu bezpieczeństwa systemów informacyjnych;

lub

- co najmniej dwuletnią praktykę w zakresie audytu bezpieczeństwa systemów informacyjnych
i legitymujących się dyplomem ukończenia studiów podyplomowych w zakresie audytu bezpieczeństwa systemów informacyjnych, wydanym przez jednostkę organizacyjną, która w dniu wydania dyplomu była uprawniona, zgodnie z odrębnymi przepisami, do nadawania stopnia naukowego doktora nauk ekonomicznych, technicznych lub prawnych.

Zamawiający informuje, że powyższe wyjaśnienia stają się integralną częścią specyfikacji warunków zamówienia i będą wiążące przy składaniu ofert.

Jednocześnie informujemy, że termin składania ofert ulega zmianie z **19.10.2022 r.** na dzień **21.10.2022 r**., godziny pozostają bez zmian.

Z-ca Dyrektora ds.

Ekonomiczno-Eksploatacyjnych

Zbigniew Beneda

/podpis na oryginale/

Do wiadomości:

- wszyscy uczestnicy

- a/a