**Opis przedmiotu zamówienia**

**Zapora sieciowa firewall Storm Shield SN320**

**UTM Firewall**

**Zapora sieciowa ze zintegrowanym modułem IPS (Intrusion Prevention System)**

**Specyfikacja:**

8 portów Ethernet 10/100/2500 Mbps

Przepustowość firewall: 4 Gbps

Przepustowość IPS: 2 Gbps

Liczba tuneli IPSec: 100

Liczba jednoczesnych klientów VPN: 50

Wydajność:

Przepustowość Firewall (1518 bajtów UDP) 4 Gbps

 Przepustowość IPS (1518 bajtów UDP) 2 Gbps

 Przepustowość IPS (plik HTTP 1MB) 1 Gbps

 Przepustowość Antywirus 500 Mbps

VPN:

Przepustowość IPSec – AES-GCM 1 Gbps

 Maks. liczba tuneli IPSec VPN 100

 Maks. liczba SSL VPN (tryb Portal) 50

 Liczba jednoczesnych klientów SSL VPN 50

Połączenie sieciowe:

Liczba jednoczesnych sesji 300 000

 Nowe sesje na sekundę 20 000

 Maksymalna liczba dostawców internetu/zapasowych 64/64

Interfejsy Sieciowe:

Interfejsy Ethernet 10/100/1000 8

 Interfejsy światłowodowe 1 Gb 1

System:

 Maksymalna liczba reguł filtrowania 2,048 / 8,192

 Maksymalna liczba tras statycznych 512

 Maksymalna liczba tras dynamicznych 10 000

 Pamięć/Dysk lokalny

 Karta SD

 Zasilanie (AC)

 100-240V 60-50Hz 1.3-0.75A

 Wentylator

 Układ TPM

 Zgodność

 CE/FCC/CB

Urządzenie konfigurowane jest przez konsolę administracyjną w języku polskim dostępną poprzez przeglądarkę internetową.

**Urządzenie dostarczone wraz z pakietem oprogramowania zawierające funkcje (licencja 1 rok):**

Audyt podatności

IPSec + SSL VPN

Antywirus

Filtr URL dla min. 65 kategorii

Antyspam

**Gwarancja:**

24 miesiące