**Załącznik nr 2.6 do PPU - Opis przedmiotu zamówienia dla części 6 postepowania**

**Zakup oprogramowania do precyzyjnego i zgodnego z przepisami pozyskiwania wiadomości e-mail z szerokiej gamy platform pocztowych, takich jak Gmail, Office 365, Exchange, Yahoo, oraz wielu** innych **– 1 szt.**

|  |  |
| --- | --- |
| Właściwości |  **Wspierane systemy operacyjne**:   * **Windows**: Windows 10, Windows 8.1, Windows 7 (wersje 32-bit i 64-bit)    **Wspierane platformy pocztowe**:   * **Gmail** (Google Workspace) * **Microsoft Office 365** (Exchange Online) * **Microsoft Exchange** (On-Premises) * **Yahoo Mail** * **IMAP**/POP3    **Formaty eksportu danych**:   * **EML** (E-mail Message) * **PST** (Personal Storage Table, kompatybilny z Microsoft Outlook) * **MBOX** (Mailbox Format)    **Bezpieczeństwo**:   * **Klucz sprzętowy**: Wersja z kluczem sprzętowym zapewnia dodatkowe zabezpieczenie w postaci fizycznego tokena, który jest wymagany do uruchomienia oprogramowania i dostępu do danych. * **Szyfrowanie danych**: Zebrane dane mogą być zabezpieczone szyfrowaniem, aby zapobiec nieautoryzowanemu dostępowi. * **Zgodność z przepisami**: Oprogramowanie spełnia międzynarodowe standardy dotyczące zbierania dowodów cyfrowych, takie jak GDPR, HIPAA.    **Funkcje zbierania danych**:   * **Kompleksowe zbieranie e-maili**: Zbieranie wiadomości e-mail wraz z załącznikami i pełnymi nagłówkami z różnych platform pocztowych. * **Opcje filtrowania**: Możliwość filtrowania wiadomości e-mail według daty, nadawcy, odbiorcy, tematu, oraz innych kryteriów, co pozwala na precyzyjne zbieranie tylko istotnych danych. * **Bezpieczne połączenie**: Oprogramowanie wykorzystuje protokoły zabezpieczone SSL/TLS do komunikacji z serwerami pocztowymi.    **Integracja z innymi narzędziami**:   * **Kompatybilność z innymi narzędziami śledczymi**: Możliwość eksportu danych w formatach kompatybilnych z innymi narzędziami do analizy śledczej, takimi jak Forensic Explorer, EnCase, X1 Social Discovery. |
| **Analiza** |  **Raportowanie**:   * **Automatyczne raporty**: Generowanie raportów z przebiegu procesu zbierania, w tym szczegółowych informacji na temat zebranych e-maili, wyników filtrowania i wszelkich napotkanych błędów. * **Eksport raportów**: Raporty mogą być eksportowane do formatów PDF, HTML, lub CSV dla dalszej analizy lub prezentacji dowodów.    **Filtrowanie i przeszukiwanie**:   * **Zaawansowane filtrowanie**: Oprogramowanie oferuje zaawansowane narzędzia do filtrowania i przeszukiwania zebranych e-maili, co umożliwia szybkie odnalezienie kluczowych informacji. * **Analiza załączników**: Możliwość analizy i przeszukiwania załączników e-maili, takich jak pliki tekstowe, obrazy, dokumenty PDF itp.    **Bezpieczeństwo procesu**:   * **Integracja z kluczem sprzętowym**: Cały proces zbierania danych jest zabezpieczony kluczem sprzętowym, który uniemożliwia nieautoryzowane użycie oprogramowania i manipulację danymi. |

1. Wymagania w zakresie licencji.

Zamawiający wymaga, aby oferowany przedmiot zamówienia objęty był:

* + licencja musi być nowa, nie może być używana albo odnawiana,   
    i nieaktywowana nigdy wcześniej na inny urządzeniu,
  + musi istnieć możliwość przenoszenia licencji między stanowiskami,
  + nie dopuszcza się oprogramowania do zastosowań domowych,
  + **licencja musi być wieczysta, roczna subskrypcja wsparcia oprogramowania. Do licencji załączony jest klucz sprzętowy USB.**
  + licencja musi zostać zarejestrowana na dane Centralnego Biura Zwalczania Cyberprzestępczości – Zarząd we Wrocławiu
  + wersja instalacyjna oprogramowania musi być udostępniona na autoryzowanej stronie producenta oprogramowania,
  + w przypadku licencji elektronicznej, licencja musi zostać wysłana na adres [licencje@cbzc.policja.gov.pl](mailto:licencje@cbzc.policja.gov.pl),
  + aktywacja oprogramowania powinna umożliwiać aktywację na komputerach niepodłączonych do Internetu,
  1. Dostarczone urządzenia powinny być nowe, wolne od wad i zgodne z poziomem technologii istniejącym w momencie podpisania umowy.

………………………………………….

(podpis)