Umowa powierzenia  
przetwarzania danych osobowych

zawarta dnia **……………………….**(zwana dalej „Umową”) pomiędzy:

, zwaną w dalszej części umowy **„Podmiotem przetwarzającym”**

a

**Gminą Rudniki** reprezentowana przez:

- Wójt Gminy **Mariuszem Stankiem.**

zwana w dalszej części umowy„**Administratorem danych”** lub **„Administratorem**”

**§1**

Powierzenie przetwarzania danych osobowych

1. **Administrator** danych powierza **Podmiotowi przetwarzającemu**, w trybie art. 28 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r.   
   w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (zwanej dalej „Rozporządzeniem”) dane osobowe do przetwarzania, na zasadach i w celu określonym   
   w niniejszej Umowie.
2. **Podmiot przetwarzający** zobowiązuje się przetwarzać powierzone mu dane osobowe zgodnie   
   z niniejszą umową, Rozporządzeniem oraz z innymi przepisami prawa po­wszechnie obowiązującego, które chronią prawa osób, których dane dotyczą.
3. **Podmiot przetwarzający** oświadcza, iż stosuje środki bezpieczeństwa spełniające wy­mogi Rozporządzenia.

§2

Zakres i cel przetwarzania danych

1. **Podmiot przetwarzający** będzie przetwarzał, powierzone przez **Administratora danych** na podstawie umowy dane osoboweosób, do których będzie posiadał dostęp w związku z realizacją umowy z dnia …………………. **wyłącznie w zakresie wykonywania przez Podmiot przetwarzający operacji przeglądania i zabezpieczania danych przed utratą dostępności, integralności i poufności, które to operacje są niezbędne dla prawidłowej i pełnej realizacji przedmiotu Umowy**  2. Kategorie i zakres danych osobowych przetwarzanych na podstawie niniejszej umowy w celu przeprowadzenia audytu KRI oraz pentestów obejmuje w szczególności:

**Kategorie osób, których dane osobowe są przetwarzane to w szczególności:**

1. pracownicy
2. kandydaci do pracy
3. współpracownicy
4. interesanci – osoby korzystające z usług urzędu
5. mieszkańcy gminy
6. **Dane pracowników urzędu :**
7. dane identyfikacyjne pracowników, w tym:

- imiona, nazwiska, stanowiska, dane kontaktowe takie jak adresy e-mail, numery telefonów służbowych, zakres nadanych uprawnień oraz historii wykonywanych operacji i działań;

- dane logowania: nazwy użytkowników, hasła startowe, dane używane do autoryzacji i uwierzytelnienia.

1. dane osobowe pracowników przetwarzanych m.in. w systemie kadrowo-płacowym, w szczególności:

- pełne dane identyfikacyjne pracowników (PESEL, seria i numer dowodu osobistego),

- Adres zamieszkania,

- Informacje o wynagrodzeniach, umowach, stawki godzinowe, premie, dodatki,

- dane o zatrudnieniu, takie jak stanowisko, wymiar czasu pracy, historia zatrudnienia,

- Informacje o urlopach, nieobecnościach, zwolnieniach lekarskich,

- dane o kontach bankowych do przelewów wynagrodzeń,

- Informacje o świadczeniach dodatkowych

- inne dane

2) **Dane mieszkańców gminy, w tym:**

a) system ewidencji ludności : Imię i nazwisko

- PESEL

- Adres zamieszkania

- Data urodzenia

- Stan cywilny

- Obywatelstwo

- Numer dowodu osobistego

- Informacje o członkach rodziny

b) System zarządzania podatkami lokalnymi

Imię i nazwisko

PESEL

Adres zamieszkania

Numer działki

Informacje o nieruchomościach

Kwoty należnych podatków

**3) Dane przedsiębiorców i kontrahentów**

* Imiona i nazwiska, NIP, nazwa firmy
* Dane kontaktowe (numer telefonu, adres e-mail),
* adres zamieszkania / siedziba prowadzonej działalności gospodarczej - firmy

- dane powiązane – wystawione FV, informacje o składanych ofertach, wyniki przetargów

**4) Dane osób korzystających z usług urzędu**

- Imię i nazwisko

- PESEL

- Adres zamieszkania

- Dane kontaktowe (numer telefonu, e-mail)

- Rodzaj sprawy

- Przebieg załatwiania sprawy

- Decyzje administracyjne

**5) CV i dane z procesu rekrutacji przechowywane w wersji cyfrowej,**

**6) dane powierzone Urzędowi Gminy w Rudnikach przez GOPS w Rudnikach** w ramach udostępnienia infrastruktury informatycznej i przestrzeni dyskowej na serwerze Urzędu w ramach przetwarzania danych w systemach informatycznych do realizacji świadczeń z zakresu pomocy społecznej i programów pomocowych realizowanych przez GOPS

7) inne dane osobowe przechowywane na nośnikach cyfrowych

1. Podmiot przetwarzający może przetwarzać powierzone dane w zakresie tylko do odczytu/wglądu.

**§3**

Sposób wykonania umowy w zakresie przetwarzania danych osobowych

1. **Podmiot przetwarzający** zobowiązuje się, przy przetwarzaniu powierzonych danych osobowych, do ich zabezpieczenia poprzez stosowanie odpowiednich środków tech­nicznych i organizacyjnych zapewniających adekwatny stopień bezpieczeństwa odpo­wiadający ryzyku związanym   
   z przetwarzaniem danych osobowych, o których mowa w art. 32 Rozporządzenia.
2. **Podmiot przetwarzający** zobowiązuje się dołożyć należytej staranności przy prze­twarzaniu powierzonych danych osobowych.
3. **Podmiot przetwarzający** zobowiązuje się do nadania upoważnień do przetwarza­nia danych osobowych wszystkim osobom, które będą przetwarzały powierzone dane w celu realizacji niniejszej umowy.
4. **Podmiot przetwarzający** zobowiązuje się zapewnić zachowanie w tajemnicy, (o któ­rej mowa   
   w art. 28 ust 3 lit b Rozporządzenia) przetwarzanych danych przez osoby, które upoważnia do przetwarzania danych osobowych w celu realizacji niniejszej umowy, zarówno w trakcie zatrudnienia ich w **Podmiocie przetwarzającym**, jak i po jego ustaniu.
5. **Podmiot przetwarzający** po zakończeniu świadczenia usług związanych z przetwa­rzaniem danych usuwa lub zwraca **Administratorowi** wszelkie dane oraz usuwa wszelkie ich istniejące kopie, chyba że prawo Unii lub prawo państwa członkowskiego nakazują przechowy­wanie danych osobowych.
6. W miarę możliwości **Podmiot przetwarzający** pomaga **Administratorowi** w niezbęd­nym zakresie wywiązywać się z obowiązku odpowiadania na żądania osoby, której dane dotyczą oraz wywiązywania się z obowiązków określonych w art. 32-36 Rozpo­rządzenia.
7. **Podmiot przetwarzający** po stwierdzeniu naruszenia ochrony danych osobowych bez zbędnej zwłoki zgłasza je **Administratorowi** w ciągu 24 godzin.

**§4**

**Prawo kontroli**

1. **Administrator danych** zgodnie z art. 28 ust. 3 lit. h) Rozporządzenia ma prawo kon­troli, czy środki zastosowane przez **Podmiot przetwarzający** przy przetwarzaniu i za­bezpieczeniu powierzonych danych osobowych spełniają postanowienia umowy.
2. **Administrator danych** realizować będzie prawo kontroli w godzinach pracy **Pod­miotu przetwarzającego** i z minimum 5 – dniowym uprzedzeniem.
3. **Podmiot przetwarzający** zobowiązuje się do usunięcia uchybień stwierdzonych pod­czas kontroli   
   w terminie wskazanym przez **Administratora danych** nie dłuższym niż 7 dni
4. **Podmiot przetwarzający** udostępnia **Administratorowi** wszelkie informacje nie­zbędne do wykazania spełnienia obowiązków określonych w art. 28 Rozporządzenia.

**§5**

**Podpowierzenie**

1. **Podmiot przetwarzający** może powierzyć dane osobowe objęte niniejszą umową do dalszego przetwarzania podwykonawcom jedynie w celu wykonania umowy po uzy­skaniu uprzedniej pisemnej zgody **Administratora danych**.
2. Na dzień podpisania umowy Administrator wyraża zgodę na korzystanie przez Podmiot przetwarzający z usług ………………………………………………………………. ;
3. Przekazanie powierzonych danych do państwa trzeciego może nastąpić jedynie na pisemne polecenie **Administratora danych** chyba, że obowiązek taki nakłada na **Pod­miot przetwarzający** prawo Unii lub prawo państwa członkowskiego, któremu pod­lega **Podmiot przetwarzający**.   
   W takim przypadku przed rozpoczęciem przetwarzania **Podmiot przetwarzający** informuje **Administratora danych** o tym obowiązku prawnym, o ile prawo to nie zabrania udzielania takiej informacji z uwagi na ważny interes pu­bliczny.
4. Podwykonawca, o którym mowa w § 5 ust. 1 Umowy winien spełniać te same gwaran­cje   
   i obowiązki, jakie zostały nałożone na **Podmiot przetwarzający** w niniejszej Umo­wie.
5. **Podmiot przetwarzający** ponosi pełna odpowiedzialność wobec **Administratora** za niewywiązanie się ze spoczywających na podwykonawcy obowiązków ochrony da­nych.

**§6**

**Odpowiedzialność Podmiotu przetwarzającego**

1. **Podmiot przetwarzający** jest odpowiedzialny za udostępnienie lub wykorzystanie danych osobowych niezgodnie z treścią umowy, a w szczególności za udostępnienie powierzonych do przetwarzania danych osobowych osobom nieupoważnionym.
2. **Podmiot przetwarzający** zobowiązuje się do niezwłocznego poinformowania **Admi­nistratora danych** o jakimkolwiek postępowaniu, w szczególności administracyjnym lub sądowym, dotyczącym przetwarzania przez **Podmiot przetwarzający** danych oso­bowych określonych   
   w umowie, o jakiejkolwiek decyzji administracyjnej lub orzecze­niu dotyczącym przetwarzania tych danych, skierowanych do **Podmiotu przetwarzają­cego**, a także o wszelkich planowanych, o ile są wiadome, lub realizowanych kontrolach i inspekcjach dotyczących przetwarzania w **Podmiocie przetwarzającym** tych danych osobowych, w szczególności prowadzonych przez inspektorów upoważnionych przez Urząd Ochrony Danych Osobowych. Niniejszy ustęp dotyczy wyłącz­nie danych osobowych powierzonych przez **Administratora danych**.

**§7**

**Czas obowiązywania umowy**

1. Niniejsza umowa obowiązuje od dnia jej zawarcia przez okres trwania Umowy zawartej w dniu ……………………

§8

**Rozwiązanie umowy**

1. **Administrator danych** może rozwiązać niniejszą umowę z skutkiem natychmiasto­wym, gdy **Podmiot przetwarzający**:
2. pomimo zobowiązania go do usunięcia uchybień stwierdzonych podczas kon­troli nie usunie ich w wyznaczonym terminie;
3. przetwarza dane osobowe w sposób niezgodny z umową;
4. powierzył przetwarzanie danych osobowych innemu podmiotowi bez zgody **Administratora danych**.

**§9**

**Zasady zachowania poufności**

1. **Podmiot przetwarzający** zobowiązuje się do zachowania w tajemnicy wszelkich informacji, danych, materiałów, dokumentów i danych osobowych otrzymanych od **Administratora danych**   
   i od współpracujących z nim osób oraz danych uzyskanych w jakikolwiek inny sposób, zamierzony czy przypadkowy, w formie ustnej, pisemnej lub elektronicznej („dane poufne”).
2. **Podmiot przetwarzający** oświadcza, że w związku ze zobowiązaniem do zachowania w tajemnicy danych poufnych nie będą one wykorzystywane, ujawniane ani udostępniane bez pisemnej zgody **Administratora danych** w innym celu niż wykonanie Umowy, chyba że konieczność ujawnienia posiadanych informacji wynika z obowiązujących przepisów prawa lub Umowy.
3. Strony zobowiązują się do dołożenia wszelkich starań w celu zapewnienia, aby środki łączności wykorzystywane do odbioru, przekazywania oraz przechowywania danych poufnych gwarantowały zabezpieczenie danych poufnych w tym w szczególności danych osobowych powierzonych do przetwarzania, przed dostępem osób trzecich nieupoważnionych do zapoznania się z ich treścią.

**§10**

**Postanowienia końcowe**

1. Umowa została sporządzona w dwóch jednobrzmiących egzemplarzach dla każdej ze stron.
2. W sprawach nieuregulowanych zastosowanie będą miały przepisy Kodeksu cywilnego oraz Rozporządzenia.
3. Sądem właściwym dla rozpatrzenia sporów wynikających z niniejszej umowy będzie sąd właściwy **Administratora danych**.

(Administrator danych) (Podmiot przetwarzający)